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Embracing the Human Difference

•	$1500
•	$1000

Olympia Credit Union’s Olympia Credit Union’s 
61st Annual Meeting61st Annual Meeting

•	 Breakfast
•	 Prizes
•	 Gifts

Apply NOW for your 2026-27
Olympia Credit Union 

Scholarship!!

Please see application rules for 
details and eligibility.  Applications 

MUST be submitted by 
March 20th, 2026 
to be considered. 

Come in, call, click here, or visit 
olycu.org for your application!

SAVE THE DATE!SAVE THE DATE!

•	 River’s Edge: Tumwater, WA 
•	 Saturday, April 18th, 2026
•	 9:00 am

https://olycu.org/wp-content/uploads/2026/02/scholarship-application.pdf
file:O:\Branch%20Services\Annual%20Meeting\Scholarship\scholarship%20application%202018.pdf


Monday
January 19th

Martin Luther King, Jr 
Day

Monday
February 16th

President’s  Day

Monday
May 25th

Memorial Day

Friday
June 19th

Juneteenth

Olympia Branch
202 9th Ave SE
PO Box 7549

Olympia, WA 98507

360-754-5559
888-550-5559

Lobby/Drive-thru
M-F 9:00-5:30

Lacey Branch
720 Sleater-Kinney Rd SE 

Ste Z
Lacey, WA 98503

360-456-7037
888-456-7037

Lobby
M-F 9:00-5:30

Digital Banking
www.olycu.org

Credit Union 
Connection

1-800-659-8355

OLYMPIA 
CREDIT 
UNION

HOLIDAY 
BRANCH 
CLOSURE 

SCHEDULE

How to Recognize Phishing
Scammers use email or text messages to try to steal your passwords, account numbers, or Social 
Security numbers. If they get that information, they could get access to your email, bank, or 
other accounts. Or they could sell your information to other scammers. Scammers launch 
thousands of phishing attacks like these every day — and they’re often successful.

Scammers often update their tactics to keep up with the latest news or trends, but here are some 
common tactics used in phishing emails or text messages:

Phishing emails and text messages often tell a story to trick you into clicking on a link or 
opening an attachment. You might get an unexpected email or text message that looks like it’s 
from a company you know or trust, like a bank or a credit card or utility company. Or maybe it’s 
from an online payment website or app. The message could be from a scammer, who might

•	  say they’ve noticed some suspicious activity or log-in attempts — they haven’t
•	  claim there’s a problem with your account or your payment information — there isn’t
•	  say you need to confirm some personal or financial information — you don’t
•	  include an invoice you don’t recognize — it’s fake
•	  want you to click on a link to make a payment — but the link has malware
•	  say you’re eligible to register for a government refund — it’s a scam
•	  offer a coupon for free stuff — it’s not real

How To Protect Yourself From Phishing Attacks
   Four Ways To Protect Yourself From Phishing

    1. Protect your computer by using security software. Set the software to update automatically 
so it will deal with any new security threats.
    2. Protect your cell phone by setting software to update automatically. These updates could 
give you critical protection against security threats.
    3. Protect your accounts by using multi-factor authentication. Some accounts offer extra 
security by requiring two or more credentials to log in to your account. This is called multi-
factor authentication. The extra credentials you need to log in to your account fall into three 
categories:
•	  something you know — like a passcode, a PIN, or the answer to a security question.
•	  something you have — like a one-time verification passcode you get by text, email, or from 

an authenticator app; or a security key
•	  something you are — like a scan of your fingerprint, your retina, or your face
 Multi-factor authentication makes it harder for scammers to log in to your accounts if they do 
get your username and password.
    4. Protect your data by backing it up. Back up the data on your computer to an external hard 
drive or in the cloud. Back up the data on your phone, too.

What To Do if You Suspect a Phishing Attack
If you get an email or a text message that asks you to click on a link or open an attachment, 
answer this question: 

Do I have an account with the company or know the person who contacted me?

•	 If the answer is “No,” it could be a phishing scam. Go back and review the advice in How 
to recognize phishing and look for signs of a phishing scam. If you see them, report the 
message and then delete it.

•	 If the answer is “Yes,” contact the company using a phone number or website you know 
is real — not the information in the email. Attachments and links might install harmful 
malware.

What To Do if You Responded to a Phishing Email
If you think a scammer has your information, like your Social Security, credit card, or bank 
account number, go to IdentityTheft.gov. There you’ll see the specific steps to take based on the 
information that you lost.

If you think you clicked on a link or opened an attachment that downloaded harmful software, 
update your computer’s security software. Then run a scan and remove anything it identifies as a 
problem.

How to Report Phishing
•	 If you got a phishing email, forward it to the Anti-Phishing Working Group at 

reportphishing@apwg.org.
•	 If you got a phishing text message, forward it to SPAM (7726).
•	 Report the phishing attempt to the FTC at ReportFraud.ftc.gov.

How To Recognize and Avoid 
Phishing Scams
Scammers use email or text messages to trick you into giving them your 
personal and financial information. But there are several ways to protect yourself

http://IdentityTheft.gov
mailto:reportphishing@apwg.org
http://ReportFraud.ftc.gov

